How to protect your privacy and secure your
Social Media accounts

Secure your Instagram with Multifactor Authentication
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Facebook Multifactor Authentication

Two-factor authentication is a security feature that helps protect your Facebook account in addition to your password. If you set up two-factor
authentication, you'll be asked to enter a special login code or confirm your login attempt each time someone tries accessing Facebook from a
browser or mobile device we don't recognize. You can also get alerts when someone tries logging in from a browser or mobile device we don't
recognize.

To turn on or manage two-factor authentication:

1.Go to your Security and Login Settings.

2.Scroll down to Use two-factor authentication and click Edit.

3.Choose the security method you want to add and follow the on-screen instructions.

When you set up two-factor authentication on Facebook, you'll be asked to choose one of three security methods:
*Tapping your security key on a compatible device.

*Login codes from a third party authentication app.

*Text message (SMS) codes from your mobile phone.
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https://www.facebook.com/help/162968940433354
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Facebook Privacy
Reporting a Privacy Violation

| want to report a photo or video on Facebook that violates my privacy.

*If you're under the age of 18 and you think a photo or video on Facebook should be removed because it violates your
privacy, please fill out this form.

*Depending on your age and the country you're reporting from, we might not remove the image you're reporting. We
encourage you to contact the person who posted the photo or video in order to resolve this issue. If you have any
questions about this, please review our Community Standards.

Remember if you're tagged in something you don't like, you can remove the taq. If the photo or video goes against our
Community Standards, you can learn more about how to report it to us.

Hacked Accounts
| think my Facebook account was hacked or someone is using it without my permission.

If you think your account has been hacked or taken over, you should visit this page to secure your account. We'll ask
you to change your password and review recent login activity.

For more tips visit Facebook Help Center
https://www.facebook.com/help



https://www.facebook.com/help/contact/473738729306832
https://www.facebook.com/communitystandards/privacy_violations_image_rights
https://www.facebook.com/help/140906109319589?ref=privacy
https://www.facebook.com/help/1380418588640631?ref=privacy
https://www.facebook.com/hacked
https://www.facebook.com/help

How to set up Twitter Multifactor Authentication
For Desktop:

Step 1

In the side menu, click More, then click Settings and privacy.

Step 2
Click on Security and account access, and then click Security.

Step 3
Click Two-factor authentication.

Step 4
There are three methods to choose from: Text message, Authentication app, or Security key.

Step 5

Once enrolled, when you log in to your account, you'll be prompted to provide the two-factor
authentication method you used during your previous login, along with your password. You'll
also see the option to Choose a different two-factor authentication method. If you'd like to
proceed, simply click the prompt to select a different method. Follow the onscreen instructions
to finish logging in.



How to protect your Tweets

Step 1

Click or tap on the more *** icon.

Step 2

Go to your Settings and privacy.

Step 3
Go to Audience and tagging, and next to Protect your Tweets, check the What is the difference between public and protected Tweets?
box.

When you sign up for Twitter, your Tweets are public by default; anyone can view
and interact with your Tweets. Should you choose to protect your Tweets, you
can do so through your account settings. Learn more protecting your Tweets.

If you protect your Tweets, you’ll receive a request when new people want to
follow you, which you can approve or deny. Accounts that began following you
before you protected your Tweets will still be able to view and interact with your
protected Tweets unless you block them. Learn more about blocking.

For more visit
https://help.twitter.com/en/safety-and-security/twitter-privacy-settings



https://help.twitter.com/en/safety-and-security/twitter-privacy-settings
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